TERMS OF REFERENCE

Program Name: IRC CVA Client Data and Payment Management Solution
RFP Closing Date: December 16, 2020

Contact Information: Megan.Arias@rescue.org

1. Background and context

Founded in 1933, the International Rescue Committee is a prominent international organization working in relief, rehabilitation, protection, post-conflict development, resettlement services and advocacy for those uprooted or affected by violent conflict and oppression. 

The International Rescue Committee responds to the world’s worst humanitarian crises and helps people to survive and rebuild their lives. Founded in 1933 at the request of Albert Einstein, the IRC offers lifesaving care and life-changing assistance to refugees forced to flee from war or disaster. From the first moment the IRC hits the ground we work toward lasting solutions. Building local capacity and self-sufficiency -- and promoting human rights, participation and accountability -- are at the core of all of our innovative programs.

The IRC team strives to meet the immediate humanitarian needs of vulnerable populations affected by natural disasters and conflict situations. In this regard, IRC embraces Cash and Voucher Assistance (CVA) as an appropriate intervention strategy in response to a range of humanitarian needs. Cash and voucher programming are cost-effective, support the recovery of the local market, and are programmatically flexible when needed. The Economic Recovery & Development (ERD) Technical Unit supports country teams with the required administrative, financial and programmatic procedures to implement a cash and voucher program. 

2. Purpose of the service required


[bookmark: _GoBack]With CVA at the IRC becoming increasingly commonplace, the IRC is redirecting attention from a focus on scaling up cash to an effort to improve program quality and the operational effectiveness of its CVA programs. With that in mind, two areas where the IRC has identified as opportunities for improvement relate to 1) collecting, organizing, storing and protecting large amounts of client and program data which accumulate throughout the course of a CVA program, and 2) electronically tracking and recording CVA transfers made to beneficiaries. 

The IRC relies on a wide range of CVA payment delivery mechanisms, including hawala, bank agents, mobile money, pre-paid cards and vouchers (paper and electronic). These mechanisms support a broad range of humanitarian programs and interventions including basic needs assistance, food security, livelihoods, health, WASH, education and protection. 

In most situations, IRC country programs rely on a range of different software technologies to support CVA program implementation and data management: CommCare or Kobo Toolbox for remote client data collection, custom-designed Microsoft Excel databases for client data storage and indicator tracking, PowerBI for dashboards and data visualization, and in some situations a financial service provider’s proprietary database or software for payment tracking. While these tools each serve a unique function, needing to use multiple tools to collect and manage client data, make cash payments, track indicator progress, monitor program activities and provide reliable data for donor reporting and project improvements is inefficient and increases data protection and data quality risks.
The IRC’s ultimate goal is to improve the effectiveness and impact of cash transfer programs by facilitating improved access to high-quality data management platforms that can integrate client data with digital payment transaction records. Access to such systems will improve IRC’s ability to manage, analyse and use program data to improve decision making and program quality. At the same time, such a system will ease the administrative and data management burdens often associated with large-scale complex cash programs, and offer greater visibility into the financial flow of donor funds to improve accountability and transparency. 


3. Duties of the service provider

The IRC will establish a contractual agreement with one or more technology providers that:

· Offer specialized end-to-end data management solutions for CVA programs that can manage client data (e.g. demographic records, vulnerability data), project-level data (e.g. indicator tracking, amount of funds transferred) and real-time payment transaction records in a single platform

· Integrates with, or directly offers through their solution, digital and non-digital payment delivery mechanisms, including cash agents / hawala, paper vouchers, electronic cash/voucher (Smart Cards), mobile money, pre-paid cards, bank account transfer, etc. 

· Offer greater visibility into the financial flow of donor funds to improve accountability, transparency and auditability. As possible, the provider should illustrate is capacity to integrate its solution with distributed ledger technology.

· Follow all regulatory and compliance standards including country-level “Know Your Customer” requirements as well as the EU’s General Data Protection Regulation (GDPR). The service provider must have the ability to ensure secure transfer of electronic client data as all information is to be retained at the highest level of confidentiality with the ability to provide different access levels for various stakeholders.

· Service is required on an ad hoc/per installment basis. Service provider should provide rate/fees per installment and per household rate inclusive of all taxes and services costs.

· Service provider to provide training to IRC headquarters and country program staff as needed to manage and utilize the technology. Pricing and timelines for training need to be specified.

· Provide customer service to IRC outside of business hours and on weekends across a large range of time zones for the duration of the period of engagement.

· It is anticipated that any contract or contracts entered into as a result of this RFP will be for a period of 24 months. Upon the contract signing, IRC reserves the right to revise the duration of the program. Any extension of this agreement will be agreed on by both parties. 






4. Pricing 

· Service provider MUST submit their quotation keeping in view all of the IRC’s requirements and clauses of the RFP. Failure of such, proposals will be considered incomplete and may be disqualified.

· All costs to be given in USD only. 

· Pricing must cover ALL COSTS, including any service tax, and/or taxes on commissions and all other taxes required by the country, duties, levies, and insurance. 

· Base pricing proposals on the 4 scenarios below (each scenario representing 1 deployment in 1 country)

	#
	Number of Households (beneficiaries)
	Cash Grant
$150 USD (or equivalent national currency)
	Number of installments (approximate)
	Total amount:

	1
	500
	$150
	1
	$75,000

	2
	1,000
	$150
	3
	$450,000

	3
	1,000
	$150
	6
	$900,000

	4
	5,000
	$150
	3
	$2,250,000




5. Proposal Process

In order to finalize the IRC selection of the most appropriate provider to satisfy our needs, the following information is required in each proposal.  The proposal MUST contain all of the information requested below:

· Please clearly indicate your past experience with similar projects.

· Please state the countries and regions you can provide services to and in what capacity. Annex 1 includes a list of IRC’s current and Watch List countries 

· Do you have any existing partnerships with other financial institutions for the provision of the same service? Please specify the name of the institution if any. 

· Your total lump sum fees and charges associated with the provision of the service to each client and full breakdown unit cost/miscellaneous of such total cost.

· Cost structure for integration of financial service providers into the software, if applicable.

· The type of technical support provided on an on-going basis, response time, and any additional associated costs. 

· A clear identification of the reports available and the level of detail to which IRC can see transactions. 

· Please state clearly in your offer:
· The Know Your Customer information you require
· Customer identification process
· Data protection policies

6. Quality Standards

· Meets industry standards for Regulatory, Compliance & Risk Management (including partners)

· Provider has redundant back office systems to provide adequate back up and continued functionality during emergency situations.

· Fully responsible for meeting in-country Legal, Regulatory, and Currency Requirements

· Meets industry standard for Data Integrity & Security (including partners)

· Fully responsible for anti-money laundering and Anti-terrorism policy compliance with countries in which they are working. Conduct appropriate checks as requested. For example, Office of Foreign Assets Control (OFAC) USA regulations. Provider must provide opportunity to further verify identities of partial matches.

· Provider operates a web based, online system for managing accounts that is accessible by the IRC.

· Demonstrated commitment to innovation, financial inclusion and promoting inter-operability of service providers




7. 

Annex 1: IRC Countries

EPRU Watchlist + Current Country list

TOP TEN 
1. Yemen
2. Democratic Republic of the Congo (DRC) 
3. Syria 
4. Nigeria
5. Venezuela 
6. Afghanistan
7. South Sudan
8. Burkina Faso 
9. Somalia
10. Central African Republic (CAR)

OTHER COUNTRIES ON THE WATCHLIST 
Burundi
Cameroon 
Chad
Ethiopia 
Iraq
Libya 
Mali 
Myanmar 
Niger
Sudan 
Annex 2: Specific Requirements 

Proposals from Service Providers are requested to respond to and meet the following terms and conditions:


· Integrated build-in data collection tools that can support client registrations, including through remote data collection or desktop data entry
· Relational database which enables client data collected to be linked together (e.g. linking registration data with payment records)
· Ability to capture multi-media (e.g. photos of beneficiaries or their identification documents)
· Biometric data collection 
· Customizable data visualization dashboards
· Offline functionality to support remote operations in areas with no internet access or other communication infrastructure available
· API to support inter-connection / interoperability with other software including, but not limited to, Commcare, KOBO, DHIS2 and Power BI
· GDPR compliant
· User Management – ability to assign varying levels of access to program staff, finance staff, etc.
· Customizable data collection fields 
· Response customer support and service readily available across multiple time zones
· Capacity to integrate with Single Sign-On technology (not a requirement for contracting)
· Provide overview of cloud-hosting options and in which countries the service provider has capacity to store data in line with GDPR requirements
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